
Our Competitors:

Sensitive Data never traverses
your servers.

ProPay Authorizes and Captures
Payment from Issuing Bank.

Your Server

ProPay ProtectPay Server

ProPay returns token along with
payment response.

Card Data is sent encrypted directly to
ProPay’s ProtectPay Servers.

Issuing Bank

Payment Acceptance Method 
encrypts data

Payment Acceptance Method
doesn’t encrypt data

ProPay’s ProtectPay: Point-to-Point Tokenization

Data in the Clear Encrypted/Secure Data

Your servers accept the data �rst, then it is encrypted
and passed for tokenization.

This keeps you in PCI Scope, even though you’ve encrypted the data,
because you initially accepted it directly.

They Authorize and
Capture payment.

Then return a token
with response.

Your Server Their Server Issuing Bank


